Your assignment is to encrypt the following message ***"The Queen Can't Roll When Sand is in the Jar"*** using the values for p, q and e below.

From the Wiki: http://en.wikipedia.org/wiki/RSA\_(algorithm)

Key generation

RSA involves a **public key** and a [**private key**](http://en.wikipedia.org/wiki/Private_key)**.** The public key can be known to everyone and is used for encrypting messages. Messages encrypted with the public key can only be decrypted using the private key. The keys for the RSA algorithm are generated the following way:

1. Choose two distinct [prime numbers](http://en.wikipedia.org/wiki/Prime_number) *p* and *q*.
   * For security purposes, the integers *p* and *q* should be chosen at random, and should be of similar bit-length. Prime integers can be efficiently found using a [primality test](http://en.wikipedia.org/wiki/Primality_test" \o "Primality test" \t "_blank).
2. Compute *n* = *pq*.
   * *n* is used as the [modulus](http://en.wikipedia.org/wiki/Modular_arithmetic) for both the public and private keys
3. Compute φ(*n*) = (*p* – 1)(*q* – 1), where φ is [Euler's totient function](http://en.wikipedia.org/wiki/Euler%27s_totient_function).
4. Choose an integer *e* such that 1 < *e* < φ(*n*) and [greatest common divisor](http://en.wikipedia.org/wiki/Greatest_common_divisor) of (*e*, φ(*n*)) = 1; i.e., *e* and φ(*n*) are [coprime](http://en.wikipedia.org/wiki/Coprime" \o "Coprime" \t "_blank).
   * *e* is released as the public key exponent.
   * *e* having a short [bit-length](http://en.wikipedia.org/wiki/Bit-length) and small [Hamming weight](http://en.wikipedia.org/wiki/Hamming_weight) results in more efficient encryption - most commonly 0x10001 = 65,537. However, small values of *e* (such as 3) have been shown to be less secure in some settings.[[4]](http://en.wikipedia.org/wiki/RSA_(algorithm)#cite_note-Boneh-3)
5. Determine *d* as:

![d \equiv e^{-1} \pmod{\varphi(n)}](data:image/png;base64,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)

i.e., *d* is the [multiplicative inverse](http://en.wikipedia.org/wiki/Modular_multiplicative_inverse) of *e* mod φ(*n*).

* This is more clearly stated as solve for d given (de) mod φ(*n*) = 1
* This is often computed using the [extended Euclidean algorithm](http://en.wikipedia.org/wiki/Extended_Euclidean_algorithm).
* *d* is kept as the private key exponent.

so, d\*e= 1 mod φ(*n*) The **public key** consists of the modulus *n* and the public (or encryption) exponent *e*. The **private key** consists of the modulus *n* and the private (or decryption) exponent *d* which must be kept secret. (*p*, *q*, and φ(*n*) must also be kept secret because they can be used to calculate *d*.)

A working example

Here is an example of RSA encryption and decryption. The parameters used here are artificially small, but one can also [use OpenSSL to generate and examine a real keypair](http://en.wikibooks.org/wiki/Transwiki:Generate_a_keypair_using_OpenSSL).

1. Choose two distinct prime numbers, such as

![p = 61](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADgAAAASBAMAAAD8nwB9AAAAMFBMVEX///9AQEAwMDAMDAy2trbMzMwEBAQWFhZQUFB0dHSKiorm5uYiIiJiYmKenp4AAABab3oFAAAAAXRSTlMAQObYZgAAANJJREFUKBVjYMACAnsvMDBwC2CRYWDgq2Y4xcAQfgCr5DYH7l8Mm8SxSzaDtTBhlzRESL49vbITzIMR3H9XXtzAwADWeaFmA1sAAwNjOQjUAFWw/glgyYZIsjhkMbADXY4ArH8YGCwgktysvxnYUCV/MDAchhrLacAQvwChD8gCSh6DSjIJMMwHiiDsZChE6GRbwFCLopHhOgNDLlRn/ATOA6iSzA5cBlDJySt7UeUYuBUFNzBwyH/sZmBQRJNC4Vqh8FA53F9R+Si85Z8eoPCROQAmQzfRZjpmhQAAAABJRU5ErkJggg==) and ![q = 53](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADcAAAASBAMAAAANlFvwAAAAMFBMVEX///+KioowMDAMDAwWFhbm5ua2trYEBAQiIiJAQEDMzMxiYmJ0dHRQUFCenp4AAAAAmQDQAAAAAXRSTlMAQObYZgAAAO9JREFUKBVjYMAEfgyPGBje7tTClAGK/P9vxcB2gGE6VkntiwwMnKUM8gLYZC8ABRkdGOQf4JIEioOM5buzawKqktmnpwIFuMqAxAmG5RuA1BQXEGgAshgUGESAerYArWT7yhCfABJCBvwHgLwmBgaOBob3yOJgNrsCkFq/gQGo6AaqJNMBBmYHtgAGfgOG/AQGX5Akwk7+CQzsCusbGPgLGNYHsP5D1cnLwBD/IFyAIV6BgTmB6QOqJN8BBiUG7gcM0wMY2ObsdECVZHh5Cei3k5dUQcIsF9Akkbn8D5B5aOz8ADQBJC6nvRoSD4UJABV5NjQpG5QnAAAAAElFTkSuQmCC).

1. Compute ![n = p q](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADkAAAANBAMAAADh3dsNAAAAMFBMVEX///8MDAwWFhYiIiLMzMyenp5QUFC2trZAQEAEBATm5uZ0dHQwMDBiYmKKiooAAAAzevxMAAAAAXRSTlMAQObYZgAAAN5JREFUGBlj4LvDt/sUAwpg3cO37QEDa/auBAZuznaGYyDJJiUQMACyeJlMGKYwPGIovMAQsv4BgxmKVgZ3zgcM0ixfGNYXMDDEMzDMQ5Vl8F/A8JfHACTDkMzA8gtNdiMDy1f+C0AZBgZdBjYFkCzCXoYTDLwT/AMY1ICi3xkYN1wASSPAPKCQvwPXVwYG1g8M/F4bEDJAFstfhjsMjAE8HxgYuBsY2O6iSDJwi97ewMDSfUMBVRjK42kAM5gSoHxUihFiEX8AqjCU5+8AZtQvgPJRKD794yA+h/wRBgDQsDIBjPeQlwAAAABJRU5ErkJggg==) giving

![n = 61 \times 53 = 3,233](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAK8AAAASBAMAAADf6JPtAAAAMFBMVEX///8MDAy2trYWFhaenp5QUFBAQEDMzMwEBATm5uYiIiJ0dHQwMDBiYmKKiooAAADb8Dx7AAAAAXRSTlMAQObYZgAAAlRJREFUOBGVVD1oE2EYfnLJ5ZLU3AUX10KXiktAlwqVA2knRacMEvWgRCIoOHa70E0EuUkqCIlTERxucivc1KJUCfgzWTnp4OBQFQcV9Xzf9/uuuUscknd4f57ned/v574E+I9ZnX1CH4wxZ3ABWHm3m4dLV2/dUcjq2k3NT4jSlvNBLYZ1Ni11TJITMEJ08/AplHuCGEM8VvykSLdUN9CPqzvjg19eA8p3cRhrmQrdwP4rWRnwh8JPinSH2ZDkhS7TcJkSu4lDNwUkHsD+LonjwRkIPynSHQVPEjW4TrnhkgMPJhu7CjpFT/BChMog5Ulkv7e3nwhz5PoftukzQA02PWAhYO62oNYG51lbn08rn9YWnt1cZRcdZtZOsw0o87ewSKP0VbRgLDGPCAdA6XXM+UiMi+cYELseKF5En5wYOymjoj9AgdbWg01PbZg4JyT3NC8GapFGLLls4ckFl4B7eS2dqNY4Goy22jBpKjzCH+bVsP5ooBhzIjy7K7B+akYHhwb3RoMXI8GPhSg0jQAOrZmxk8BXXb6iz8y8Fi3DbAZEja6t6GV3bCy1pNHxaMd0S04vK7Z+AT+ERz3GvPBa9A2FMH+6ehMVQvQdLwT8MAAT6LubMfoRV6lV76P6WxWfgaHwSlT6AudhmOpUPI6PlKjB/CRky6UQe6i76PLxRvaGf43rtA9jef/tUHglmotQ5r+crD26Qe+4lXR4RJGcGTK72qb2Z+3nWSU9185eAL9BXzZJkljxE6J8yyyVrDxLw7TaeFrhjLqqO2PDtHL+pxqzf+BosURGGe+PAAAAAElFTkSuQmCC).

1. Compute the [totient](http://en.wikipedia.org/wiki/Totient" \o "Totient" \t "_blank) of the product as ![\phi(n) = (p-1)(q-1)](data:image/png;base64,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) giving

![\phi(3233) = (61 - 1)(53 - 1) = 3,120](data:image/png;base64,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).

1. Choose any number ![1 < e < 3,120](data:image/png;base64,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) that is [coprime](http://en.wikipedia.org/wiki/Coprime" \o "Coprime" \t "_blank) to 3,120. Choosing a prime number for ![e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAAJ1BMVEX///+enp4iIiJQUFDm5uYEBAS2trZAQEAwMDB0dHRiYmLMzMwAAAAq/jKMAAAAAXRSTlMAQObYZgAAADpJREFUCB1jYOBeuYqBgWEGAzsDA1sIQzIDA5PmSgEGBp4JQFEGHyALyBZgYNzAwG7AIAnkWM1KYAAAxqMG6JiU/LYAAAAASUVORK5CYII=) leaves us only to check that ![e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAAJ1BMVEX///+enp4iIiJQUFDm5uYEBAS2trZAQEAwMDB0dHRiYmLMzMwAAAAq/jKMAAAAAXRSTlMAQObYZgAAADpJREFUCB1jYOBeuYqBgWEGAzsDA1sIQzIDA5PmSgEGBp4JQFEGHyALyBZgYNzAwG7AIAnkWM1KYAAAxqMG6JiU/LYAAAAASUVORK5CYII=) is not a divisor of 3120.

Let ![e = 17](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADcAAAAPBAMAAACy3Eq1AAAAMFBMVEX///+KiooMDAwWFhaenp4iIiJQUFDm5uYEBAS2trZAQEAwMDB0dHRiYmLMzMwAAADvSuTtAAAAAXRSTlMAQObYZgAAALhJREFUGBljYMAE7AsYGI7NKy/HlAGKTApgYMj///+/ABbZ6mSg5BoRF2kscgwM3EDJCwwMy3FKFjAwOgAl+e7cRVMC0snAUAYiTjNwgajFxiAAFoZIpgMFOdsZpoEkkQBYkm8DUIQ15o4DkgSICZbkAjqJgf8AiI8CwJIcB4Bi9Q4QCXQ754PE+R0YWB5A5GEkWKf8BCCXK4HBByYKpbkNgIz7D0C83LMgNUiAbf9voDckCpCEsDEBx4wm2LexFd4AAAAASUVORK5CYII=).

1. Compute ![d](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAOBAMAAAALT/umAAAALVBMVEX///9AQEAMDAx0dHTm5uYwMDDMzMyKiopiYmK2traenp4WFhYEBARQUFAAAABchOHyAAAAAXRSTlMAQObYZgAAAFNJREFUCB1jYGBg4D0HJIDgNoTaC6FegSmuB0CK80bvBiBVzZB3gYGB7RkD3wIGBtYNDOuAYnwNYG15CxhA2vwSWF4xMzAwLeB9shKoUrjhrgEDADvME9E0TkFKAAAAAElFTkSuQmCC), the [modular multiplicative inverse](http://en.wikipedia.org/wiki/Modular_multiplicative_inverse) of ![e\text{ (mod }\phi(n)\text{)}](data:image/png;base64,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) yielding

![d = 2,753](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAFQAAAASBAMAAAA3ROSDAAAAMFBMVEX///+KioowMDAMDAzm5ua2trbMzMwiIiJiYmJ0dHSenp4WFhZQUFAEBARAQEAAAAA30ffnAAAAAXRSTlMAQObYZgAAAXhJREFUKBV1UL1LAnEYfs7OMy87pTWCIxpqk9aWG/wDHAqKhhwak+tPuKDBQsqttm4sl2pySMJRKKgkaLSiRbDIlD6kul7f+3Wciu/wvM/7vA+/jwcAtCqBr9SXc4PH/dVEAiO2qkMtP6ZYumD0YBGhOA9XjuPEok4zhSVo1ywVPReTeyifTB7y+TEEsjHg2ZAaLLW7rb/ABysW8IRIh45DYpP6ygsPZoE7HgxItmulD9ED1Fr2xHMJonwLskaerR2DpnQS2INZIqqddapAjCrScjumgAAkOurwFAi+I2qLhddMoSg6S1+EIR2hdRzz7Ac6gkuzuFUIKZSohZ5Y6c4YO4BRG5gB5jAPNGEmUZRp43/rBoKud4X+QtFVFArvB6Yht8PiENGkHIZdepACSpDb8g3kNwwlI62FbutyJlNG2iJxl6xHCOjYhnaLYG3zsqP6quo4DZhxUiYMyr0+DYTrk0QHVW7Qol//T6F/06vIdq8ycBYZ+PZ/miJhEU294bwAAAAASUVORK5CYII=).

The **public key** is (![n = 3,233](data:image/png;base64,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), ![e = 17](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADcAAAAPBAMAAACy3Eq1AAAAMFBMVEX///+KiooMDAwWFhaenp4iIiJQUFDm5uYEBAS2trZAQEAwMDB0dHRiYmLMzMwAAADvSuTtAAAAAXRSTlMAQObYZgAAALhJREFUGBljYMAE7AsYGI7NKy/HlAGKTApgYMj///+/ABbZ6mSg5BoRF2kscgwM3EDJCwwMy3FKFjAwOgAl+e7cRVMC0snAUAYiTjNwgajFxiAAFoZIpgMFOdsZpoEkkQBYkm8DUIQ15o4DkgSICZbkAjqJgf8AiI8CwJIcB4Bi9Q4QCXQ754PE+R0YWB5A5GEkWKf8BCCXK4HBByYKpbkNgIz7D0C83LMgNUiAbf9voDckCpCEsDEBx4wm2LexFd4AAAAASUVORK5CYII=)). For a padded [plaintext](http://en.wikipedia.org/wiki/Plaintext) message ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///8WFhZQUFAMDAzMzMyenp62trZAQEAEBATm5uYiIiJ0dHQwMDBiYmKKiooAAABU0ngcAAAAAXRSTlMAQObYZgAAAF9JREFUCB1j4LvDt3vl3DsPGBh4OcoYjm9ga2BgCJn/gGExA+sHBgaGeAaGbgamBUCWFgPnFwZGBSBLloGvgWG+A5D1jYH9AMNmlgCQWuYNDOVMDAzcBQwcExhyrjAAAF/aFj8q/GVCAAAAAElFTkSuQmCC), the encryption function is ![m^{17}\text{ (mod }3,233\text{)}](data:image/png;base64,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).

The **private key** is (![n = 3,233](data:image/png;base64,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), ![d = 2,753](data:image/png;base64,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)). For an encrypted [ciphertext](http://en.wikipedia.org/wiki/Ciphertext" \o "Ciphertext" \t "_blank) ![c](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAALVBMVEX///+KiooiIiIwMDBQUFC2trYEBATMzMwWFhaenp50dHRiYmJAQEDm5uYAAABJEhdbAAAAAXRSTlMAQObYZgAAADlJREFUCB1jYOA9vYqBgWHGhbIABt6nDCUMDMwNQD4D3wYQWTcBRN4rYGAtYGASYIhmYOA9tTqAAQBIeAtoDFYrbwAAAABJRU5ErkJggg==), the decryption function is ![c^{2,753}\text{ (mod }3,233\text{)}](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAJoAAAAXBAMAAAAB/0siAAAAMFBMVEX///8EBAQMDAwwMDCKiooiIiJQUFC2trbm5uYWFhaenp50dHRiYmJAQEDMzMwAAACQdH6qAAAAAXRSTlMAQObYZgAAArhJREFUOBGdlD9oE1Ecx7+paS+93CUdBAv+IeCgg2AGB1309ooNKgh2qQrFRb1FB7HkWp2k2GwOOtxQFMHSQsElLd7SoraVdrJiKUcHxcFeqIhSsefv93uXpsnFIv1Bvu99P7/3vsl7uQSg0ucukR4Pv5vhfoxMuMx2X0MoOsD7tSXjEbChV3afxDvHkHWRcnTXIGNvpTnc+/9KRUs1DPs0HYIx+wEwPYXbmNXVF7vONpj0VvcGd24iiQFo045a9k4N2/RKScyz+dMKjn5cAsSJkJFKLvCQo1fCdbRONsjkZdgubZKmjWNRqObhPMQpdD9a+xIOfbMlFJEYqeC30FY/atYGlWZ2ottiaAKBJ04h02UK7c0D+zmMEt3cqtab+inwq2idqLRkCd0u8+wCsgVxCmkFWR2EIU4hnYdeXsHZCUvgjGidqDRC6qQteSQ4QBxLB93Pcpm3pFm210Xg9t6u6bVyD3Bn8jrwbfaV3Btt2VddGPRGTtBl4IVTdKkZSztE8KBv9iBw6EYHHe0o2lWa/taintQtB+IUWkZmE5+5cU61a/qLpodhVOjJTlgw8y0etk56IVqW2eCJOJY+tPLJm1WF4DEYHZQ25iNdCdxaWuCpHe0Wj+JY5jE8zqBJRWk5SnvtIL05ZkdpmoNsTm04Qc8DuwjNo2g3SWLEJ6XPxmny2eh21UmDArIdssmwYIuLUB//QjO+9BrkCPkoje+tQPdmlnjNgIXhvCzuAjxxEfqEVgv3pNUodIpqGj2cq76ew6CkGS4WncwBOuTTuRlPnAjwGKnlSbcxSPwU0L/ee/XP3TNPMDq3Qq489cPn1tS1k8is0286DENLnBJ+ev9Vg/9qKJ6Ot/WFOKsS067Omo7JON3jx1mVpPLVWdPxYZz2x1GN0De2Q3nx3o5vX/tnjm9sRgwHfwEXWs8zI0/XsgAAAABJRU5ErkJggg==).

For instance, in order to encrypt ![m = 65](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAD4AAAAOBAMAAACFlbLaAAAAMFBMVEX///8WFhZQUFAMDAzMzMyenp62trZAQEAEBATm5uYiIiJ0dHQwMDBiYmKKiooAAABU0ngcAAAAAXRSTlMAQObYZgAAAPJJREFUGBl1kLFLAnEUxz96d57X2WmTOATS2NQmNPknOLTXroM55CYu0RCBuItGCNUkOkbg1tBS4qbDrdKiog4R6u8thxfed/o+Pu/x/fJgv+qDL0ITp7+fEknRJr6ZZQO45lq3xN5zAZiegHAQhYzHnbHz9tIYu/7d+U+3hjnqwmH0ho9OpCr8+kjUAv3vyjgjhp3gounyhDEV7kn/hQeZ1nAJ94RbHhNjzeFRzB2cYi0IpdWwI8WfqcA5HONUaWYFevkk4RW1pO5XmH16uv8V35KfRl9KM61D+d8vtJyqnuegiF0kWqMw3AkXWyqBcfLJFk69OLlIdvdDAAAAAElFTkSuQmCC), we calculate

![c = 65^{17}\text{ (mod }3,233\text{)} = 2,790](data:image/png;base64,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).

To decrypt ![c = 2,790](data:image/png;base64,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), we calculate

![m = 2,790^{2,753}\text{ (mod }3,233\text{)} = 65](data:image/png;base64,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).

Both of these calculations can be computed efficiently using the [square-and-multiply algorithm](http://en.wikipedia.org/wiki/Square-and-multiply_algorithm) for [modular exponentiation](http://en.wikipedia.org/wiki/Modular_exponentiation). In real life situations the primes selected would be much larger; in our example it would be relatively trivial to factor ![n](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAwAAAAJBAMAAAD0ltBnAAAAMFBMVEX///8MDAwWFhYiIiLMzMyenp5QUFC2trZAQEAEBATm5uZ0dHQwMDBiYmKKiooAAAAzevxMAAAAAXRSTlMAQObYZgAAAERJREFUCB1j4LvDt/sUAwM3ZzvDMQaGkPUPGMwYGBjiGRjmAalkBpZfQEqXgU0BSH1nYNxwgYH1AwO/1wYG7gYGtrsMANfkDo13AqZFAAAAAElFTkSuQmCC), 3,233, obtained from the freely available public key back to the primes ![p](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAANBAMAAACN24kIAAAAMFBMVEX///9AQEDm5uYMDAy2trYEBATMzMwiIiIWFhZiYmJQUFCKioowMDB0dHSenp4AAAALBVuHAAAAAXRSTlMAQObYZgAAAFVJREFUCB1jYHh7YO9qBgaGCe0JrAkMbA7RDMwXGBjYPjHwT2Bg4DVgyH/AwMAjwDAVqIR1A4MtkMqfwHkASF1+eRdIMhwEEQxgCaC2b2DOjj8OQBoA4+sTexM9h3sAAAAASUVORK5CYII=) and ![q](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAANBAMAAACJLlk1AAAALVBMVEX///9AQEAiIiIwMDDMzMxiYmIMDAy2trYWFhaKiorm5uZ0dHRQUFCenp4AAABu+UzIAAAAAXRSTlMAQObYZgAAAE9JREFUCB1jYOA9vesAA8MMhrIABpYnDOsKGJgVGO4xMPAFMBxiYPC7wNADJB243jIwsF1gfsDAwCId2MAABBwHQCTfBRBZtwBIMOaZMAAA+joRF6RBH0MAAAAASUVORK5CYII=). Given ![e](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJBAMAAAASvxsjAAAAJ1BMVEX///+enp4iIiJQUFDm5uYEBAS2trZAQEAwMDB0dHRiYmLMzMwAAAAq/jKMAAAAAXRSTlMAQObYZgAAADpJREFUCB1jYOBeuYqBgWEGAzsDA1sIQzIDA5PmSgEGBp4JQFEGHyALyBZgYNzAwG7AIAnkWM1KYAAAxqMG6JiU/LYAAAAASUVORK5CYII=), also from the public key, we could then compute ![d](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAOBAMAAAALT/umAAAALVBMVEX///9AQEAMDAx0dHTm5uYwMDDMzMyKiopiYmK2traenp4WFhYEBARQUFAAAABchOHyAAAAAXRSTlMAQObYZgAAAFNJREFUCB1jYGBg4D0HJIDgNoTaC6FegSmuB0CK80bvBiBVzZB3gYGB7RkD3wIGBtYNDOuAYnwNYG15CxhA2vwSWF4xMzAwLeB9shKoUrjhrgEDADvME9E0TkFKAAAAAElFTkSuQmCC) and so acquire the private key.